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Abstract

Evaluation of wireless networks for performance evaluation is a popular research
area and a wealth of literature existsin thisarea. Wireless networks in infrastructure
mode as well as  Ad-hoc networks such as MANETS are considered extensively.
Simulation results are provided for E-learning scenarios for cases where wireless
networks in infrastructure mode are employed, however the possibilities of using ad-
hoc networks and performance evaluation of e-learning scenarios with ad hoc
networks are not considered. This paper presents an evaluation of the performances
for wireless Ad-hoc networks employed in typical e-learning environment by using the
OPNET modeler. Numerical smulation results, discussons and comparisons are
provided. The results can be of great help for optimisation studiesin typical e-learning
environments. The performance issues are considered together with scalability
concerns.

Keywords. Ad-Hoc networks, Mobile Ad-Hoc Network (MANET), Wireless Local
Area Network (WLANS), Hyper Text Transfer Protocol (HTTP), E-Learning, OPNET
14.0, |EEE 802.11(b).




|. THE INTRODUCTION

In the world of rapid technological changes comnarcompanies as well as
researchers still try to increase the mobilitylo# tisers as much as possible. The use of
wireless local area networks (WLAN) in common argash as airports, domestic areas,
and especially universities where it is extensivaed for education purposes is
increasing [4, 8, 9 and 24].

Now the question not only lies in the scope of lbeiog wireless but at the same time
becoming wireless on the move. A great contributiesn in this particular field is of
IEEE 802.11 b wireless LANs (WLANSs) technologiesiethis changing the mind-set of
people about networks, by giving the users the dppiy to practice in wireless
environment. Mobile networking promises its usdrs full functionality of "anything,
anytime, anywhere" [23]. To support the idea ofything, anytime, anywhere” in
mobile networking is the first step towards wirsldsternet evolution which emphases
on joining the technology to develop into the omel anly "wireless Web" and this
“wireless Web” comprises of the E-learning classnom wireless, the campus with
wireless, wireless home and the wireless officés for the advantage of institutions to
improve the learning experience of the students ud® laptops and wireless desktops
accessing on-line materials such as seminar nagsggnments, examples, demos, and
guizzes and reading materials in an e-classroon2[Zj6

Therefore, now to benefit this wireless Internehist paper investigates Web
performance in the perspective of classroom aréaanks and thus creating the same
scenario with Ad-hoc networks and comparing theltesThe experiments are based on
the dimensions of a small classroom experimentrevhegraduate class of 20 students
[26, 27] can access course contents and the Intean&thernet server which is used in
a Wireless LAN setting and the same compared i\@moc environment. Later the
numbers of students were increased to 50 and 18Pectvely to analyze and
investigate the effects of scalability on perform@measures and to see up to how
many hosts our considered e-learning scenario easupported when ad hoc mode is
employed.

A performance evaluation study of an IEEE 802.11bAN used as a classroom area
network is presented in [27]. The simulation is dwcted using OPNET Modeller 9.1.
The WLAN considered is in infrastructure mode. TEEE 802.11 WLAN architecture

is built around a Basic Service Set which is agéettations that communicate with one
another. Since the Basic service set includes elegis access point connected to a wired
network, and all mobile stations communicate via thiccess point, the WLAN
considered is called as an infrastructure netwOIiRNET Modeller is used to model a



simple infrastructure WLAN with up to 100. The netw consists of mobile clients, a
wireless Access Point (AP), an Ethernet-based Véebes an Ethernet Hub, and an
OPNET ACE Packet Analyzer. 11 Mbps setting of 80B.standard is used. A one-
factor-at-a-time simulation design is used to sttity impacts of various factors on
wireless LAN performance. The simulation resultsvgtihat an IEEE 802.11b WLAN

can easily support up to 100 clients doing modesib WWrowsing.

A similar study of an IEEE 802.11b WLAN applied E-learning classroom is

considered in [26] as well. The simulation is agaamducted using OPNET IT Guru
9.1. The infrastructure used in [26] is in factywemilar to the one presented in [27].
Web server is located on a 100 Mbps Ethernet LAjhemnt and the mobile client

accesses content from the E-learning and Web setaean access point, using the
IEEE8B02.11b protocol at 11Mbps. This time classib wp to 50 nodes are considered
and performance measures such as average of wirdlesughput, and average of
wireless delay are presented. Results present¢@6ijnalso showed that the WLAN

considered can support up to 50 nodes with modestraing and web server traffic.

It is desirable to analyze the e-learning environinaand provide performance evaluation
for similar scenarios which employs ad-hoc netwagtker than infrastructure mode.
This paper uses simulations to investigate largdesclassroom scenario with ad hoc
networks. The experiment uses detailed models &EIB02.11b such as Ad-hoc
networks and wireless LANs, HTTP and TCP/IP in @NET 14.0 modeler setting.
The simulation setting was configured accordingh® E-learning classroom capacity
and validated against the experiential dimensioagvearning and workload models of
the web provided in [26, 27]. The experiment furtaesembles an E-learning and Web
client model for browsing purposes and tackles s$lalability of the E-learning
scenario. The simulation focuses on the throughputeless delay and HTTP
transaction rate in the wireless network settingehss access point delay, and the
effects of it in terms of number of clients, andedrning object size. The same cases
were also taken into account in order to compagerésults of the WLAN to get to a
conclusion as of which one supports e-learning iegipbns better i.e. an Ad-hoc
network or a WLAN in infrastructure mode of IEEEZ28D1 b standards. Experiments
similar to the ones presented in [26, 27] are peréal show to investigate whether or
not client-server setup can easily support up tolights and even up to 100 clients with
self-effacing E-leaning and Web browsing perfornganc

Unlike the previous studies, the performance evalnas also performed for various
Ad-hoc routing protocols such as Ad hoc On-Demanstabce Vector (AODV) and
Dynamic Source Routing (DSR) protocols [17].



The rest of this study is organized as followsséation two the background information
is provided for the technologies employed. The pssl simulation methodology is
explained in section three. Numerical results axvided for comparison of various
Routing Protocols in section four and WLANS in bhdtructure with the Ad-hoc
networks (MANETS) in an e-learning scenario in gecfive.

||. BACKGROUND AND RELATED WORK

a) BACKGROUND

The Web and Web Performance: The Internet traffic basically originates from the
World Wide Web which is the (WWW). The Internetgilable to all people by giving
platform-independent, time-independent, and locaithmlependent entry to data. There
are three main primary communication protocolsierWeb and they are: TCP, IP, and
HTTP they all play a very important role [26, 27he main Global addressing and
routing of datagram release is done by the conmedtiss network-layer or (IP) Internet
protocol. The connection-oriented transport lay@tgrol provides end-to-end delivery
across the Internet it is the Transmission Corfratocol [25]. As one of its features
TCP is accountable of congestion, and flow conealor recovery mechanisms and to
provide consistent data transmission between ssanog destinations. The sturdiness of
TCP makes it function in many network environmertsirdly, it is this protocol the
request response application layer protocol catedHTTP which is encrusted above
TCP. Therefore, it is this HTTP protocol which esponsible for all the transferring of
the documents to-from servers and clients. HTTP[190 and HTTP 1.1 [20] are the
versions available.

Wireless Internet and |EEE 802.11b WLANsand MANETSs: IEEE 802.11b standard
is one of the most popular technologies in the les® LAN market. Wireless
technologies come from the IEEE 802.11 standardslies which are showing an
incremental role in the global Internet infrastuuet This "WiFi" (Wireless Fidelity) is
another famous name in this technology which presidow-cost wireless Internet
facility for end users, with up to 11 Mbps datans@ission rate at the physical layer
[26, 27]. The IEEE 802.11b standard classifiesdhannel access protocol used at the
MAC layer, namely Carrier Sense Multiple Access hwiCollision Avoidance
(CSMA/CA) [26]. 802.11b standard also identifieg tlhame formats used at the data
link layer: 128-bit preamble, 16-bit Start-of- Frardelimiter, 48-bit PLCP (Physical



Layer Convergence Protocol) header, followed bydébyte MAC-layer header and

variable size pay load which is used for transpgrtP packets[26, 27]. Frames that are
appropriately established over the shared wirelgdsannel are permitted (almost
immediately) by the receiver. Unacknowledged framesre-sent by the sender after a
diminutive timeout (typically a few millisecondsking the same MAC protocol [26,

27].

Wireless E-learning Web Performance: The overall performance of the behavior of
the E-learning Web depends on the E-learning Wiglnts, the E-learning Web server,
and the network in between. The principal testha wireless Internet context is the
distinctiveness of the wireless channel. Commuitnaiover wireless links often
undergo from limited bandwidth, high error ratesd anterference from other users on
the shared channel and sometimes noisy irruptiosdiared channels [25]. The evident
concern is of that the TCP and HTTP performance gmagtown over wireless networks
as the distance is one of the main issues in veisdl&Ns [26, 27]. The main focal point
of this paper is on the performance of wirelese&fing Web access and in an E-
learning classroom area network. The primal impu#ais on performance problems
due to the wireless network congestion and peneeft how these problems affect
user-perceived performance.

Now before shifting this discussion towards metHogy used for the experiments and
its results, it is imperative to first to have aaded discussion on what MANETSs are?
And how the Ad-hoc networks and WLANs networks eotheir traffic and how they
select which routing protocol to follow.

b) AD HOCNETWORKS

A Mobile Ad-hoc Network i.e. as the name suggests“BIOBILE” i.e. free to move
around independently which means the mobile nodedree to correspond with each
other over limited bandwidth wireless links witha@uty centralised base station. This is
why it is one of the main factor for having sevdraps or multi-hop feature to ensure
the transmission of the data packets between ramt&nother reason being of limited
radio range and invariable movement of the mobddes which is why the mobile
nodes have to double as routes in order to linkvéed nodes. The MANETs have
another well-known feature of being dynamic in matas the nodes are free and
independent [23]. Therefore, due to this dynamitumea of the MANET routing
protocols, they should be able to acclimatize &s¢hchanges and still retain routes even
though their nature of changing network connedctif2.



There are different routing protocols in supporMANETS, now below are those same
proposed protocols that can be categorisedRnt@active ReactiveandHybrid Routing
protocol[5, 6, 7, 13, 14, 15].

The spotlight of this study shifts towards the Rea&cprotocols especially Dynamic
Source Routing (DSR) and Ad-hoc On-demand Distafezor Routing (AODV).

The main advantage of using Dynamic Source Rousnipat it saves on bandwidth

utilization by managing the packets by (controtnieBon) and doesn’t need the periodic
table to update as it is used in table driven agghes. The DSR’s primary function is to
simply begin a path creation only when the soume@endesires to broadcast; after the
source has requested to transmit it will set u@th pvith flooding the Route Request
(RREQ) packets intended for the destination [57,613, 14, 15]. Now, if the request

RREQ packet gets delivered to the destination rgdbken only it will be able to send

the source the Route Reply (RREP) with the RRE@ived message to pass through
the already defined route. Similarly, AODV also d¢oys the On Demand Route

Request packets, but it works on slightly différgrounds than the DSR what it does is
it brings into play a number as sequence numbeiGhais a unique number supplied

with the destination to recognize the current gaken. As concluded from the different
discussion held before it is known that AODV exsesi the hop by hop method to find
the best route and with every data flow of packiesaves the next hop details to the
source and other in-between nodes [5, 6, 7, 131344,

In this study one will see how the network perfonicea will come across problems as
the number of clients and the network load increasgnificantly with the changes in
the performances of the routing protocols of bothDV and DSR routing protocols.
There is enough evidence to support our argumemtsADDV and DSR with a
simulation to evaluate the performance of both AO&nd DSR [5, 6, 7, 13, 14, 15].
With the growth in scale of network it becomes idifft to maintain the routes
especially between the source and the destinatioeravseveral nodes are concerned
which gives rise to another issue of link-breakagéd due to the mobility of the node it
Is quite possible that the node itself goes outath i.e. MANET area or trajectories or
node collapse. Hence, it is quite obvious thatehiera need to test these kind of
situations and to test the pros and cons of a @érfeorking network model in real-life
scenario, which can be done by simulating the sama@ario in OPNET modeller by
scrutinizing the connection of source and destmatind packets exchange between
them, throughput, route discovery time, delay aptnmal path and efficiency before
implementing [5, 6, 7, 13, 14, 15].



c) PREVIOUSSTUDIES FOR PERFORMANCEEVALUATION OF ROUTING PROTOCOLS

In this section, the main concentration is on thligative and quantitative analysis
which has already been done in this field usinfed#int constraints and using different
simulation scenarios. Many students, computer #sitsn and researchers have come
across many findings as far as the Ad-hoc netwarksconcerned but here basically we
are going to justify all the research done andcaliy analyse those research findings
provided by different authors. The reader will netthat there is considerable amount of
mix reaction in support for On Demand routing poois and there is considerable
amount of comparative study done to prove that girea routing protocols perform
better.

Johansson et. al provides a comparative studyéat of traffic and mobility of nodes in
[13]. They used three routing protocols DSDV, DS &AODV. The focal point of the
experiment was to show parameters like delay invord, throughput, overheard of
routing and loss of packets. The results were ptablie as in this experiment AODV
performed better than DSDV and DSR when higher agtwoad was concerned. On the
other hand in lower loads DSR performed better tithrrs.

Lee et. al used TORA routing protocols, DSR and AQIaking video, voice, sensor

and text as traffic load working with only 20 nodé$]. The data rate used is from
2Kbps to 4.8Kbps to show the average delay, padkets and received and routing
load. Interestingly when the author conducted #xperiment the results came out
somewhat different than expected with regards twimg load. AODV performed more

than DSR with 4.8Kbps and it came out to be othay wound with 2Kbps rate, DSR

performed with high colours than AODV. Thereforetlms experiment it was obvious
that with difference in routing load, the packetm@ration rate also gets affected.

AODV, DSR and TORA routing algorithms are usedhis tAhmed S. and Alam M. S.
[1] who carried out a similar simulation with OPNEWModeler 10.5 but using all
available features. In this paper, the authorsddecto simulate with 40 nodes first and
then 80 and final increased the amount of nodes0th This experiment also had a
limited mobility of about 10 sq meters and a conistaaffic at 40. It was predictable
that the experiment was going to have a lot ofatemn as far as the results were
concerned. The authors found a range of conclusataging with TORA routing
protocol, with the increase in network load, inceh the number of ULP sent and
received increased, as well as the number of padketeased for controlled traffic [1].
For Dynamic Source routing, the load has not moatotwith number of hops and route
discovery time, all basically depends on the atpariit uses but at the same time the



overall controlled traffic and the ULP increasedhnincrease in load. Now finally for
the AODV, with the increase in number of client haaeffects on the route discovery
time neither on the hops per route [1].

Broch J. Maltz A. Johnson D. B. Hu Y-C and Jetch&the authors ofA Performance
Comparison of Multi-hop Wireless Ad Hoc Networksed network simulation-2
environment to scrutinised the four routing prolesddSR, AODV, DSDV and TORA
with 50 clients in their experiment [3]. They usedmely three parameters in their
experiment like number of hops used to reach toirdgsn, overhead of routing and
number of packet delivered to destination. In #ughors found comprehensive results
as there were swap over among packets overheadbyamdverheads but still DSR
managed to get an upper hand over AODV.

In [3] AODV and DSR routing protocols are evaluhteith only 5 clients and the end
to end delay and overhead of control traffic meesuare illustrated. CPN simulation
environment is used in experiment and the resuftewuite simple and clear in terms
of better performance over mobility. The study skdwhat, when it came to the
guestion of mobility of course AODV performed bettiean DSR but at the same time
DSR was not too far behind when it came to questioroute discovery time, it over

came AODV.

The studies given above conducted by different@sthppear to give sufficient proof to
justify our arguments to support our experimentthia study yet it is always difficult to
predict complex network structures, especially wiv@neless ad-hoc networks are
considered. AODV and DSR routing protocols aresatered together with modest e-
learning traffic and simulation results are prodadae the following sections.

[1l. THE PROPOSED SIMULATION METHODOLOGY

The main aim of this paper is to compare the parémce of the Ad-hoc networks, and
networks in infrastructure mode, to specify up davimany nodes Ad-hoc networks can
support and finally, to compare the performancesanious MANET routing protocols
in an e-learning environment.

The OPNET Modeller is intended for the modellingpobtocols and the simulation of
protocols, communication network and devices. Tofeansire uses an approach that is
more object-oriented while the graphical editotaef the configuration of the original
networks and its components [18]. The OPNET Modedammense as it is software



that encompasses a wide-ranging set of functiorended to sustain general network
modelling as well as to offer detailed support dofque kinds of network simulations.

OPNET Modeller offers an all-inclusive progressiarits environment for the purpose
of performance-evaluation in terms of communicatn@tworks as well as distributed
systems and modelling. The software comprises wéaregety of tools, independently

responsible to operate specific features of a niodedssignment [18].

In terms of network edition, the initial editor ated is the Network Editor, which
diagrammatically symbolizes the main framework ofcammunication network.
Networks comprise of node (switch/router, server)e&tnd links model (FDDI, Ethernet,
and ATM etc.) [18]. It is not difficult to handle@mplex networks with limitless network
branching from it nesting like, city, state, burdi floor, etc. thus, it is possible to state
that network editors offer a blueprint view, alongh the material characteristics of the
networks. Subsequent to that, the node editor ggatthe internal structural design of
each node by illustrating the stream of data frbmen ppractical essentials, i.e. modules
[18]. Modules can be classified as processes tloguge, transmit, and accept packages
from different modules so as to execute adminisgatasks between each node [18].
Modules symbolise protocol layers, applicationsd anaterial resources like ports,
buffers etc. Conduct as well as proficiency of eaobdule is illustrated within the
Process Editor. Process Editor's employ a FinitateSMachine (FSM) in order to
portray each protocol right up to every detail [1Bhe State and transitions symbolize
each process’s tendencies, wherein dynamic stam®dsfied in terms of inward bound
events. Every state of process consists of C orasystem for organization. Numerous
libraries are employed for the purpose of protogeamgramming. In order to create
detailed libraries, statistical data as well asaldes are available [18].

When the simulation scenario of this study is coei®d, the objectives are:

1) To evaluate the performance of IEEE 802.11 (b)alsthuctured networks with
Mobile Ad-hoc Networks with regards to E-LearningpAications.

2) To examine the features of AODV and DSR protocolth wegards to the
parameters used and the different trajectoriesogiedlin MANET.

3) To study the discrepancy of the stricture condgitm facilitate the consequence
of the network load.

4) To quantify and critically evaluate the performanoetween the two routing
protocols used in the MANET as which one is bestedufor E-Learning
environment.

5) To configure and run simulation tests in OPNET Medé&4.0 with regards to E-
Learning scenario and compare the results.



The experimented simulations were run and outcoanescollected to compare with
each other. The Modeling was done in an organizedner considering a real-life
scenario model of the two routing protocols in OHN¥ersion 14.0 so as to compare
which is best suited for our MANET model for e-leiag.

In figure one the WLAN in infrastructure mode itustrated. There is an Ethernet
server, used for database, http, file transferewidtreaming applications. Since the
scenario is in infrastructure mode, there is arese@oint. There are five nodes in the
first scenario but in the experiments the numberaafes is increased up to 100 for both
WLAN scenarios in infrastructure and Ad-hoc modespectively. The application
definition specifies the parameters for each kifds@ected application. Finally the
profile definition describes the activity patterhtbe users in terms of applications run
over a period of time.

In figure two the WLAN in ad-hoc mode is illustrdteThere is a MANET router used to
connect the mobile nodes to wireless server. Thim mesponsibility of the MANET
router is to provide communication between the Mg® nodes which are in Ad-hoc
mode and the IP network. The MANET router has AOIJting protocol as default.
The mobile nodes can use the routing protocol §pdcin MANET router, and it is
possible to change the default value in order tpleynDSR as the routing protocol.

Our standard scenario will be made first containing

1) At first 20 Mobile MANET Workstations (Ad-hoc uting set to ADOV and DSR
depending on conditions set to obtain desired t€sahd later increased to 50 nodes.

2) One Router used as MANET router gateway (To eonMANET to IP Network for
web browsing)

3) One Wireless Server to host the Applications

4) The Workstation will connect wirelessly to theAMET router which acts as a
gateway 11bps.

5) The Wireless Network will have the BSS Identifef O along with the MANET
router’'s BBS Id set to 0 as well to match up in shene network.

6) The Gateway will communicate over to the Wirsl&erver as the MANET router’s
default gateway option is enabled.
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6) The scenario will take place in an Office of siZ®fm x 500m (for a Classroom
Scenario).

Figure 2 The Ad-hoc mode (MANET) Scenario in an &tning classroom area
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V. THE COMPARISONAND ANALYSISOFTHE RESULTSFOR ROUTING PROTOCOLS

A. Data Throughput from Source to Destination

Data throughput is calculated on end to end bdsmackets reaching destination from
the source in the network. There were 2 main nétsvoreated one with 20 nodes and
the other with 50 nodes and both of the networksevgenulated with AODV once and
DSR routing protocol once.
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Figure 3 AODV end-to-end data throughput

In the figure 3, above one can easily make out HmvAODV routing protocol faces
complexity in sending data packets to destinatiodenfrom the source node with only
20 nodes in the network. Out of 12 data packetmasy as 6 data packets are lost
because of the random mobility of the nodes andhitdom trajectories (in fact some of
the nodes even go out of range from the specified)and only 6 packets could be sent
to the destination. After this, the numbers of rodere increased to 50 nodes in the
other network with same AODV protocol to see thie&t on the network. Out of 30
data packets sent out only 13 packets could relaehdéstination which means the
AODYV lost almost 17 packets with increase in numisenodes which in turns proves
that AODV protocol performs well under pressureorfrour findings of AODV
protocol can be employed when it comes to heasadfid in Ad-hoc networks.

Now our next set of results are compared for DSIRimg protocols where DSR had
almost same results as AODV in the network with fsnodes where out of 11 packets
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sent, only 6 packets were received at the destimatith a loss of 5 packets. On the
other hand, in the figure below it demonstrates ith®SR as the network size increased
from 20 nodes to 50 nodes there were less dateefsaldst than AODV where out of 30
packets sent only 16 data packets were lost wtscfon this experiment less than
AODV'’s 17 data packets loss for 50 nodes.
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Figure 4 DSR end to end throughputs

B. Delay in Data Transmission
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Figure 5 AODV/DSR delay patterns
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From the above figure it is obvious that AODV ragtiprotocol has advantage over
DSR, as in theory AODV finds only one route to destion node giving it an advantage
of having less delay and no cache overheads. Lakesa look at the results obtained
from the experiment conducted above. Comparingwadifferent networks for AODV
first, the network with 20 nodes has a delay ofadn®.0 seconds, and second network
with 50 nodes has almost 0.11 seconds due to ttrease in number of nodes and
random mobility of nodes. In AODV route informatiane not saved as in DSR and all
the lost routes are dropped or made redundantsaitie broadcast number or with same
source address.

On the other hand DSR has much higher delay thab\@s according to the above
statistics show, that network with 20 nodes haslaydof 0.52 seconds in comparison to
delay of AODV which was almost 0.0 seconds andné®vork with 50 nodes has a
delay of almost reaching 0.31 seconds comparedltb €econds of delay of AODV
with 50 nodes which proves our point for the presicsection where it had been
mentioned that DSR looks for multiple routes totimkasion with any (RREQ) route
request packet and takes time to gather informagtibmut these multiple routes which it
stores in the overhead cache of the nodes to déstin

C. Route Discovery Time

Route discovery time is one of the most essenéiepeters when talking about routing
protocols as this is the feature which will show XD or DSR or routing protocols
perform better. By the statistics obtained from tbsts conducted it gives sufficient
proof that AODV is better than in comparison to DBRterms of foute discovery
time’. From figure 6 one can see how the network withnddes in AODV takes only
0.03 seconds to discover a valid route since i sgggle path with (RREQ) packet and
it makes all the other routes to the destinati@umnelant, whereas the network with 50
nodes has a higher up to 0.08 seconds to discoveuta to the destination due the
increase in number of nodes and random mobility.

Now if the DSR is considered, it has a lot higherute discovery tinfein the both the
networks, it goes up as high as 3.1 seconds ineghgork with 20 nodes in comparison
to AODV and in the network with 50 nodes it reabk thaximum limit of 6.2 seconds
to discover a route to destination as DSR discowarKiple route and also stores the
route information from its previous nodes so ofrseuit is quite obvious and proving
our earlier points that it takes much greater timeeach destination than AODV.
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Figure 6 AODV/DSR Route discovery time

D. Efficiency of Data Delivery

When examining the efficiency of the data deliveerig quite obvious that DSR makes
sure that most of the data is delivered properlynmaiter how much time it takes
because of its multiple paths to its destinatioa.tl&erefore, DSR hardly drops any
packets of just 1 according to stats shown beldwe fiesult obtained here justifies our
tests conducted earlier as well.
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Figure 7 DSR dropped/salvaged packets
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On the other hand, in the figure above one cancadtie total number of salvaged
packets considerably increase, with increase inbmunof nodes. Starting with the

network with 20 nodes there were only around 6.¢&kes are salvaged whereas as in
case of 50 nodes the number of salvaged packetranad 2.6 packets. This shows and
supports our argument of DSR from the previousi@estthat in DSR, there is a

mechanism to handle this problem with increaseumlver of nodes more routes are
salvaged than dropped i.e. packets are re-broadcasid DSR uses its node cache to
find an alternative route if one fails to comply.

iﬁ-]average (in ADDY.Total Packets Droppe O] x|
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Figure 8 AODV dropped packets

As according to statistics shown in the above BgAODV on the other hand, has no
mechanism to store the route information from tbdencache and if there is a break in
between the links it just sent a new (RREQ) roatpiest. AODV only uses single route
of hop by hop mechanism. So comparing the twevords it was concluded that the
network with 20 nodes has the same number of psacteipped just 1lpackets in
comparison to DSR’s 20 nodes network but, whemtimaber of nodes were increased
to 50 nodes there was a drop of 360 packets in AQ@D¥ to its nature of frequently
drooping packets and making them redundant andestiqpg of fresh new (RREQ)
packets and due to the moving nature of the maloitkes in the network.

E. Most Favourable Path or “Optimum path”
By the term “Optimum path” we mean the first anddiarable route derived and not the

shortest or the cheapest route. The wireless rgetected for the experiment to connect
the Internet IP network with the MANET (Wireless MET Gateway) could not carry
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out the DSR routing, but had the option of simpl@BV routing protocols. This was

the only router that could connect to Wireless 8ettarough the MANET router. The

figure below demonstrates how some of the packaps from one node to another in
DSR routing to destination. The important thingenes; due to the random movement of
the nodes and the different trajectories set ferribdes it becomes quite difficult to
follow the genuine path taken by each node fronr@®uo destination. Figure nine

shows the paths for the nodes following DSR routimegchanism.

i} ) 3 40 &0 Ejt) B &0 100 110 120 130

10

o

Figure 9 Data packets routes
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V. THE COMPARISON AND ANALY SIS OF INFRASTRUCTURED NETWORK S (WLANS) WITH
THE AD-HOC NETWORKS (MANETS) IN AN E-LEARNING SCENARIO

In this section we will test the two network modatsan e-learning scenario with
AODV routing protocols, as learned from the abossuits that AODV is best suited
routing protocol in a large network with proof ofiroown results from simulation
justifying the experiments. In this section one saa how the experimented simulations
were run and outcomes are collected to comparéthboc and infrastructure mode
WLANs. Here a real-life scenario model of the twetwork models of one
Infrastructured and the other Ad-hoc were create@PNET Version 14.0 in order to
compare which is more suitable for e-learning apions.

Our Second standard scenario contains:

1) At first starting with 5 mobile workstations veeselected for this purpose and later 20
nodes, 50 nodes and with the maximum limit of 1668as were selected to show heavy
load. This same setup was created both for oumdtrnctured network (in this case
WLANS) and for Ad-hoc network (in this case a MANET

2) One router used as Access Point in WLANs to eohrihe mobile node to the
Ethernet Server and one router used as MANET ragatway (To connect WLAN to
IP Network for web browsing)

3) One Ethernet Server to host the Applications\widBaseT link in WLANs and one
Wireless Server for MANETS.

4) The Workstation will connect wirelessly to theAMET router which acts as a
gateway 1llbps and in WLANs the mobile workstatian connect through access
point AP1.

5) The Wireless Network will have the BSS Identifed zero along with the Access
Point’s BBS Id set to zero as well to match uphiea $ame network. The same is applied
to Manet’s model both the BBS Id’s of the MANET teuand the mobile nodes is set to
zero to make sync between them.

6) The scenario will take place in an Office ofes@00m x 500m (for a Classroom
Scenario).
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A. Average of Wireless and MANET Delay (sec)

There were 4 main networks created for this purpsisaulations were run in network
one with 5 nodes and the other with 20 nodes, tiatavork with 50 nodes and the last
network with 100 nodes to test the maximum lintitsain go to.
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Figure 10 Average wireless delay WLAN (infrastrueddMANET

In figure ten illustrates the numerical resultsaned by the second experiment of
comparing the Infrastructured (WLAN model) with tel-hoc (MANET model) to
support e-learning application in a classroom sgenklere as the results show that in
network with just five nodes in WLAN structure has average wireless delay of just
0.2 seconds whereas the network setup with 20 noales delay of 0.9 seconds due to
the slight increase in number of nodes. But if a@klat the results of network with even
higher load of 50 nodes the delay goes as higlptmsQ93 seconds which was expected
due to the heavy traffic and the network with 1@@es tested the maximum limits of a
WLAN Infrastructured network architecture to sed is possible to support 100 nodes
in an e-learning scenario which came out to be essfal with a delay of just 0.7
seconds which was neither too high as in networtk WD nodes nor too low as in
network with 5 nodes. Another reason for having igech result is that this was an
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Infrastructured setup which did not have any raupnotocol or any trajectories i.e. the
nodes were mobile nodes but were fixed.

On the other hand, the MANET setup (Ad-hoc moda&)l Isomewhat varied results.
With the network with 5 nodes had a wireless delaglmost 0.0 seconds and same was
the case in network with 20 nodes this is due ¢0ABDDV routing protocol used in the
MANET helps find route very quickly in large networs it has its mechanism of
broadcasting the network with its (RREQ) packetd dropping of broken links and
requesting fresh routes. As a result, the samessan in the network with 50 nodes
where the delay of just 0.1 seconds for such eelargfwork was experienced which
justifies our previous experiments results too. Buthe same time there was a slight
difference in the result of the network with 100daee where a very high delay of 2.2
seconds was experienced. The reason of this ieaeed number of nodes with high
mobility and different trajectories also increasbd number of broken link between
nodes to destination.

B. Average of Wireless Throughput (bits/sec)

As shown in the figure 11 below, demonstrates & sanilar result in terms of average

throughput. As the numerical figures of the grapbé®w show that the network with 5

nodes in the Infrastructured (WLAN setup) netwods lthroughput i.e. average rate of
successful message delivery over a communicatiamredl of 850,000 (bits/seconds)
whereas the network with 20 nodes has less thrauighfp380,000 (bits/seconds) even
though the with 20 nodes there is a consideraldee@se in the number of nodes, this
might be because in network with 5 nodes therenae too less nodes than the other
network so the possibility is that all the data kes in such a small network gets
properly delivered to the destination and anothet being that it's in a Infrastructured

(WLAN) model. Now with network with 50 nodes and(0l@odes both have high

throughputs of 850,000 (bits/seconds) and 1,350(b@§/seconds) respectively as both
have a large number of nodes so it is expected ahkt of the data packets get
delivered.
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Figure 11 Average throughput WLAN(infrastructure XMET

For the Ad-hoc (MANETSs setup), network with 5 nogesl 20 nodes have almost no
throughput of 0.0 (bits/seconds) and 0.1 (bits/sdsp respectively as in MANETSs as
we learned earlier that they have trajectories dach nodes to move about in the
network. Therefore it becomes very difficult foreth to deliver the data packets with
small networks. But, on the other hand network sithnodes and 100 nodes both have
considerably increased throughputs of 2,000,000s/@econds) and 5,400,000
(bits/seconds) as with large networks AODV routpmgtocols with much better and
most packets get delivered.

C. E-Learning HTTP1.1Page Response Time (sec)

This experiment is the key experiment where itstdbe e-learning applications for
WLAN and MANET setup. First we will look into thefrastructured model (WLAN)

where the network with 5 nodes has a HTTP resptnse of 0.039 seconds and the
network with 20 nodes has the highest responsedfraé network with 0.23 seconds as
20 nodes network is a medium sized network schallfiodes come in perfect range of
the access point, for this reason all the nodegotrgonnect to the HTTP page at the
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same time. Whereas, the other two networks withn6@es and 100 nodes have a
response time of 0.05 seconds and 0.06 secondsctesby which is idle for large
networks in an Infrastructured networks; figure i8.8hown as below.
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Figure 12 Http Response time WLAN(infrastructureNETs

As far as the MANET model is concerned, one carcadtom the above figure 12 how

the network with 5 nodes has the highest page mnsgptime touching the mark of 6

seconds alone and gradually come down to a poidt sgconds because of the fewer
nodes available in MANET and due to their highly-Aalc nature of the nodes. While

network with 20 nodes has 0.0 seconds page respiomseThe results obtained from

the network with 50 nodes show a page responsedine8 seconds which is greater
than in the WLAN 50 nodes network the reason behmgy nodes are continuously

moving within the network and AODV routing protoamed in this MANET setup has

the tendency of making redundant of the brokenslirdo it takes more time for HTTP

page response. The page response time with 10G nedet to 3.4 seconds which is
expected to higher as doubling in number of nodémse simulation results shown

above justify all our experiment conducted abovd satisfying the reasoning of the

justification given.
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D. Wireless Access Point (AP1 and MANET router) D&ay)
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Figure 13 Router delay times WLAN(infrastructure XMETs

Above in figure 13 the results depict a very grddoerease of pressure on access point
and MANET router with a steady increase in numbaraules. First let us consider the
Infrastructured model of WLAN exhibit that the neik with 5 nodes has the lowest
delay of 0.13 seconds as it has only 5 nodes tpastpAs we increase the number of
nodes the delay significantly increases. Now thevokk with 20 nodes has access point
delay of 0.33 seconds which is due to the incréadeaffic load accessing the access
point at the same time. On the contrary, the n&kweaith 50 nodes show a sudden
inclination on the graph where access point deéaches its maximum limit of 0.50
seconds as predictable with increase in humberdés although with 100 nodes the
wireless LAN delay stood at 0.36 seconds.

In contrast, according to the figure 13 in MANET aebthe network with 5 nodes took
more or less 0.00 seconds delay as the MANET maskd the AODV routing protocol
which helps in broadcasting with (RREQ) packetsltgoossible routes to destination
unlike DSR routing protocol. Coming right next toat mark is the network with 20
nodes where delay is just about 0.02 seconds 8ANNETs AODV routing protocol
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come into play at this point of time. When thirdwerk with 50 nodes is considered a
little increase in delay to 0.02 seconds is experd. This is because increase in the
number of nodes and in addition their movement iwithe network which is still less
seeing at the delay point as compared to the WLANKastructured model which are
static. When the network was increased to it marinimit of 100 nodes the results
obtained showed a sharp increase in delay time@f 8econds. The reason of this is
100 nodes in the network and all operating on AODwting protocol which uses the
mechanism of broadcasting the network with regpaskets thus flooding the network.
This also adds to the advantage of MANETSs aslitreinages to find the quickest path
to the destination and maintains a route table elithinating unnecessary broken links
unlike WLANS.

VI. SUMMARY AND CONCLUSIONS

This paper presented a simulation study of an IBBE.11b wireless LAN in an E-
Learning classroom network scenario. The simulatioconducted using OPNET
modeler 14.0. The simulation results show that BEH 802.11b WLAN can easily
support up to 100 clients doing modest E-learnimgl &Veb browsing in both
infrastructure and Ad-hoc modes.

The results also show that it is not an easy damtiso make whether to choose
infrastructure mode or Ad-hoc mode. Detailed explems for various scenarios are
provided in the results section.

When routing protocols AODV and DSR are consideratljs obvious that AODV
performs better in cases of heavily loaded networkss is mainly due to the route table
entry mechanism employed.

It is desirable to extend these studies furthesvimluate the performance of WLANS in

Ad-hoc mode. Especially in order to classify thebihity of the wireless nodes and try
to optimize the performance by using mobility threlsls
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